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[bookmark: _Toc531770805]ANDROID 5.0 REQUIRED FROM V3.2.01 ONWARDS

We have attempted to keep the Blue Echidna app working with Android v4.0 to maximize the range of Android handsets that are supported.

However, as additional features are continually being added to the software, we have now reached a point where we cannot support some new features without upgrading the required version of Android.

We have therefore increased the minimum Android version to 5.0 for this and all subsequent releases.

Any customers still using Android 4 devices will need to upgrade to Android 5 as a minimum before upgrading Blue Echidna to v3.2.01 onwards.

[bookmark: _Toc490139195][bookmark: _Toc531770806]ANDROID CLIENT

Install the latest v3.4.00 client onto your mobile devices.

Android clients can be downloaded directly onto mobile devices using the web browser on the device, and accessing the following URL.

Ensure that the correct client version is installed, as the client must match the server installation.

http://apk.blueechidna.verdant.com.au/


[bookmark: _Toc490139196][bookmark: _Toc531770807]WEB SERVICE

For existing installations, it is recommended to back up the existing BE web service folder before commencing.

From the BE web service delete all files EXCEPT the web.config file.  This file contains important installation specific values such as database connections and email configuration, and should never be over-written or deleted.

Copy all files EXCEPT the web.config file from the new Blue Echidna web service folder included in the release package.
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The upgrade process for Blue Echidna has been greatly simplified.  There is now a single EXO script that can be run to upgrade any version of Blue Echidna to the latest version.

Run the following script within the EXONET_DATABASE_SQL folder in the release package:

· 1. EXO DATABASE – SQL_UPDATES.sql

[bookmark: _Toc490139198][bookmark: _Toc531770809]PICKING DATABASE

Run the single script within the PICKING_DATABASE_SQL folder in the release package:

· 1. PICKING_DATABASE – SQL_UPDATES.sql

[bookmark: _Toc490139199][bookmark: _Toc531770810]CLARITY REPORTS

Copy all of the clarity reports from the installation package “Clarity Reports” folder into the EXO Clarity custom folder:

· Barcode1.CLR
· Barcode1.CLS
· Barcode2.CLR
· Barcode2.CLS
· Barcode3.CLR
· Barcode3.CLS
· Batchcode.CLR
· Batchcode.CLS
· BETransfer.CLR
· BETransfer.CLS
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Blue Echidna now supports using SSL and an authenticated email user as the sender for all emails auto-generated by Blue Echidna.

It is required that the web.config file be modified manually at the time of installation to add the following additional fields, highlighted below:

<appSettings>
    <add key="webpages:Version" value="1.0.0.0" />
    <add key="ClientValidationEnabled" value="true" />
    <add key="UnobtrusiveJavaScriptEnabled" value="true" />
    <add key="MailServer" value="mail.iinet.net.au" />
    <add key="MailServerPort" value="25" />
    <add key="MailServerUseSSL" value="0" />
    <add key="MailServerSenderAddress" value="steve@verdant.com.au" />
    <add key="MailServerSenderPassword" value="" />
    <add key="MailServerTestRecipient" value="colin@verdant.com.au" />
    <add key="FrontOfficeMailRecipient" value="colin@verdant.com.au" />
    <add key="StockCheckMailRecipient" value="colin@verdant.com.au" />
    <add key="SignOffDirectory" value="\\svrbelize\exo\exo\documents" />
  </appSettings>

MailServerPort			- Specify an email port number, 25 is the default value
MailServerUseSSL		- Set to “1” if using SSL
MailServerSenderAddress		- All Blue Echidna emails will be sent from this address
MailServerSenderPassword	- Password to allow sender email address to be authenticated
MailServerTestRecipient		- Specify an email address to receive test-only emails

Note: previously emails were sent without authentication, which could cause some issues with certain mail servers.  The FrontOfficeMailRecipient value was used as the sender, this has now changed as per the details above.

A new feature is available via the web service to test email settings.  Ensure all of the new values are populated, including specifying an email address to receive test emails.

From IIS, use the “Browse Website” feature to open a web browser to the Blue Echidna web service.  Then append the following to the URL:

	/scanorder/testsendemail

This will send an email to the MailServerTestRecipient to test the email settings are correct.  Check the log files in the web service Logs folder for any error messages (look at the bottom of the most recent log file for the email logging information).  If no errors are reported, check the recipient email inbox and ensure that the email has arrived.  Note that this may take some time, depending upon the speed of the email service.

[bookmark: _Toc531770812]BEAAA-14: TRACK AND TRACE

Added new custom Track and Trace feature to email customers at key trigger points:
· when a sales order is first opened in BE (your order is in progress)
· when a sales order is released back to EXO for invoicing (your order is ready for dispatch)
· when a sales order has been signed for by the customer (your order has been delivered)

The following TWO config settings must be updated to enable this feature:

· TRACK_AND_TRACE_EMAIL_CUSTOMER_ENABLED
· TRACK_AND_TRACE_SEND_TO_TEST_EMAIL

To enable Track and Trace features:

TRACK_AND_TRACE_EMAIL_CUSTOMER_ENABLED	must be set to 1 (default is 0)

Once enabled, this setting will allow Track and Trace emails to be generated.  However, by default emails will be sent to a test email account as defined in the following setting within the Web.config file in the BE web service:

· MailServerTestRecipient

This allows the Track and Trace email feature to be tested internally before enabling emails to customers.

To enable sending emails to customer, you must then also set the second config setting:

TRACK_AND_TRACE_SEND_TO_TEST_EMAIL		must be set to the web service server-name

Once set, this will allow emails to be generated and sent to customers.  This setting means that if, for example, the database is copied to a different server, e.g. for testing and debugging purposes, the customer emails will be routed back to the test email account.


[bookmark: _Toc531770813]BEAAA-22: GOODS RECEIPTING EMAIL NOTIFICATION

Added email confirmation to front office when goods receipting submits a purchase order.


[bookmark: _Toc531770814]BLU-741: BLUETOOTH SCANNER SETTINGS

Replaced checkboxes with a dropdown list of scanners.  For non-SDK specific scanners, there is now a “Generic Scanner” option.
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Fixed a defect that could cause issues when picking lookup items in multi-bin.


[bookmark: _Toc531770816]BLU-747: PICKING MODULE – PICKED SCREEN

Fixed a display issue that could sometimes cause the wrong total amount to be displayed on a picked line.
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